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Abstract— The demand for indoor location-based services and the
wide availability of mobile devices have triggered research into
new positioning systems able to provide accurate indoor positions
using smartphones. However, accurate solutions require a complex
implementation and long-term maintenance of their infrastructure.
Collaborative systems may help to alleviate these drawbacks. In this
paper, we propose a smartphone-based collaborative architecture
using neural networks and received signal strength, which exploits
the built-in wireless communication technologies in smartphones
and the collaboration between devices to improve traditional po-
sitioning systems without additional deployment. Experiments are
carried out in two real-world scenarios, demonstrating that our
proposed architecture enhances the position accuracy of traditional indoor positioning systems.

Index Terms— Collaborative Indoor Positioning, Fingerprinting, Lateration, Received Signal Strength, Neural Networks.

I. INTRODUCTION

THE global indoor Location-Based services (LBS) is a
rising market which will reach USD 35.69 billion by the

end of 2026 [1]. Traditional Indoor Positioning Systems (IPSs)
based on Bluetooth Low Energy (BLE) anchors and IEEE
802.11 Wireless LAN (Wi-Fi) Access Points (APs) are widely
implemented in LBS applications [2]–[5]. The main benefits
include the easy deployment of BLE anchors and wide avail-
ability of Wi-Fi [6], the ubiquity of both technologies in users’
devices (e.g., smartphones and wearables) [7], and their com-
patibility with straightforward positioning approaches based
on Received Signal Strength (RSS).
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BLE and Wi-Fi were designed to provide wireless commu-
nications [7], but have drawbacks when used for positioning.
The non-linear RSS fluctuations [8], [9], heterogeneity of
devices (hardware & software), user interaction (carry & hold
patterns) [10], and inadequate distribution of anchors [11]
are the main sources for accuracy degradation in RSS-based
positioning. To mitigate them, advanced lateration and finger-
printing methods are applied to Wi-Fi and BLE RSS-based
positioning [12]. However, the most accurate current solutions
require complex implementation and long-term maintenance
of their infrastructure [2], which increases the cost and makes
them inaccessible for a wide range of applications.

In addition to the traditional IPSs, there exists a variant
named Collaborative Indoor Positioning System (CIPS). A
CIPS exploits the duality of wireless communication technolo-
gies (e.g., Wi-Fi and BLE) for use as positioning technologies
and information exchange between users/devices to estimate
their relative distance and position[12]. The main benefits of
CIPS over the convectional IPS reported in the literature are:
its relatively inexpensive and straightforward infrastructure
implementation while improving the accuracy of the posi-
tioning of the system, thanks to the use of neighbouring
devices as an extended infrastructure; it mitigates positioning
inaccuracies due to inappropriate anchors distributions; and it
reduces positioning errors due to Non-line-of-sight (NLOS)
environments.

Despite the benefits of CIPSs to improve traditional IPS
without additional deployment cost, a detailed comparison of
those benefits over the two most popular IPSs (fingerprinting
and lateration) based on BLE anchors and Wi-Fi AP using
heterogeneous mobile devices has not yet been carried out.
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In this paper, we focus on enhancing the positioning ac-
curacy of traditional IPSs based on RSS lateration with BLE
and RSS fingerprinting with BLE & Wi-Fi. We experimen-
tally tested our proposed implementations in two real-world
scenarios. The main contributions of this paper include:

• We propose two novel CIPS variants based on a straight-
forward L/F-CIPS (Lateration/Fingerprinting-CIPS) ar-
chitecture that utilizes Multilayer Perceptron (MLP) Arti-
ficial Neural Networks (ANNs). The Variant 1 is based on
Received Signal Strength (RSS) lateration and the Variant
2 is based on RSS fingerprinting.

• We comprehensively evaluate both variants under var-
ious conditions (i.e., diverse distribution of collabora-
tive users/devices in the environment, different NLOS
conditions) and indoor environments (office and lobby
scenarios).

• We analyze the accuracy for different distances and
distributions among smartphones.

II. RELATED WORK

Pascacio et al. [12] provides an exhaustive review of CIPSs
analyzing their technologies, techniques and methods used.
Accordingly, with the results reported, Wi-Fi and BLE coupled
with lateration and fingerprinting methods are widely adopted
for position estimation. Within the diverse research avenues
to improve them, reaching a trade-off between positioning
accuracy and deployment & maintenance cost of the systems
is one of the most important topics.

In the context of lateration, Ozer and John [13] reduced
the fluctuation of the RSS and improved the accuracy of
BLE IPS using the Kalman filter. Similarly, Zafari et al. [14]
introduced a method that sequentially combines Particle Filter
(PF) and Extended Kalman Filter (EKF) to lessen the impact of
multipath effects and noise on the RSS and improve accuracy
up to ≈ 34%. Booranawong et al. [15] proposed a method
based on zone area boundaries to determine if the estimated
position needed to be compensated. The results showed that
the proposed method improves the traditional lateration by
≈ 60%. Pascacio et al. [16] proposed a lateration method
based on a combinatorial BLE anchor selection to enhance
the positioning accuracy of lateration methods, with an error
reduction of ≈ 14% with respect to the traditional lateration
in an office scenario.

In the case of fingerprinting, crowdsourcing is very popular.
Santos et al. [17] proposed a method for creating indoor
maps and fingerprints automatically that only uses unanno-
tated crowdsourced data from smartphones, using sensors
such as accelerometer, gyroscope, magnetometer, and Wi-Fi.
The experimental results showed that the proposed approach
presented similar floor plans and fingerprints to those acquired
manually. Likewise, Li et al. [18] presented a smartphone
crowdsourcing to create an indoor Wi-Fi radio map based on
geomagnetic and inertial data. The computation of magnetic
similarity, the grouping of road segments, and the creation of
route maps all demonstrate the method’s effectiveness, never-
theless, the approach is only applicable in indoor environments
with obvious straight corridors.

Considering smartphone-based IPSs, the new trends ex-
plore the collaboration among users. Taniuchi et al. [19]
proposed a CIPS based on a spring model and homogeneous
smartphones using Wi-Fi-fingerprinting and BLE RSS. The
optimized spring model was used to correct the positioning
errors estimated by fingerprinting, providing an improvement
of accuracy within 2.7%-32.6% in several scenarios. Pascacio
et al. [11] proposed a CIPS to improve positioning accuracy
of BLE lateration using ANN. The results of the experiments
performed in an office environment with heterogenous devices
demonstrated that the CIPS proposed decreased ≈ 13% the
mean positioning error with respect to the lateration baseline.

Contrary to the previously presented works, we propose two
CIPS variants, based on a modular and straightforward L/F-
CIPS architecture that uses MLP ANNs and heterogeneous
mobile devices, for improving the positioning accuracy of
IPSs considering two diverse technologies (BLE and Wi-Fi)
and methods (lateration and fingerprinting). Also, we experi-
mentally test them in two real-world scenarios considering the
effect of distance distribution between devices on the accuracy.

III. COLLABORATIVE SYSTEM OVERVIEW

The structure of our two variants of L/F-CIPS relies on an
architecture, which considers the findings and recommenda-
tions presented in our CIPS systematic review [12].

In our architecture, we consider a modular decentralized
architecture. A modular design allows us to divide the system
into independent parts that can be evaluated, configured,
improved, and re-used. Unlike the breakdown of the CIPSs
introduced in our systematic review, which divided the CIPSs
into two phases (non-collaborative and collaborative), we
designed our architecture considering three phases. We have
included an additional phase that deals with device hetero-
geneity. Specifically, the new phase performs the calibration
and registration of the collaborative devices.

We consider a decentralized architecture for our L/F-CIPS
scheme, given the benefits identified in our systematic review.
Under the decentralized architecture, each device can execute
the algorithms and exchange information with the neighboring
devices without using a central node. In addition, the selected
architecture enables the devices to be independent. Devices
can execute a positioning algorithm or use a technology
different from the rest. For example, some devices can use
BLE lateration, while the rest can use Wi-Fi fingerprinting.

The infrastructure needed for our L/F-CIPS architec-
ture depends on the technology implemented in the non-
collaborative phase. The non-collaborative phase can be used
as infrastructure-based (e.g., using BLE beacons deployed
in the environment for positioning purposes) or signals of
opportunity with no additional infrastructure (e.g., using Wi-Fi
APs present in the environment). In contrast, the proposed
collaborative phase is infrastructure-less, as it uses embedded
wireless technologies in the mobile devices.

The main objectives of our proposed L/F-CIPS architecture
are:

• To provide a mobile device-based L/F-CIPS architecture
using MLP ANNs to enhance the performance (e.g.,
position accuracy, complexity, etc.) of traditional IPSs.
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Fig. 1. L/F-CIPS architecture. Example of position estimation of a target device (D5) using neighboring devices (D1-D4)

• To propose a versatile and straightforward L/F-CIPS
architecture that allows us to develop and evaluate the
performance of diverse collaborative indoor positioning
technologies, techniques, and methods.

Fig. 1 presents our proposed L/F-CIPS architecture through
an example, which improves the position of device 5 us-
ing the neighboring devices. The first phase calibrates and
registers devices, the second estimates device positions non-
collaboratively, and the third phase collaboratively refines the
estimated position of the target device/user (i.e., device 5). An
iterative refinement of the position estimates would be possible
at the expense of a higher computational cost, limiting real-
time operation. Thus, we focus in this paper on the single
iteration approach.

Our proposed L/F-CIPS architecture is used to implement
two variants. Variant 1 is based on BLE lateration and Variant
2 on BLE and Wi-Fi fingerprinting. Details of the architec-
ture’s phases are described in the following subsections.

A. First phase: configuration phase

The first phase, which is identically for both L/F-CIPS vari-
ants, is dedicated to the calibration and registration of mobile
devices. It identifies mobile devices and stores the required
parameters to be processed in the collaborative algorithm. The
procedure is requesting each new user to stand at a floor mark,
1m away from a reference anchor (BX) during 60 s, in order
to measure and record some RSS values (i.e., RSS1m

RX(BX))
and then average them to get only one value per device. The
reference anchor broadcasts BLE advertisements and can be
installed, for example, at the main entrance of the scenario.
For each (new) device, this quick calibration process is only
carried out once. A practical implementation of this procedure
could be to connect the calibration with the electronic door-
locking system installed in mobile devices.

B. Second phase: non-collaborative phase
The second phase corresponds to the non-collaborative part,

which is used to determine the initial position of each device.
In the non-collaborative phase, the mobile devices act as
receivers (RX), while a custom infrastructure based on Wi-Fi
APs or BLE anchors acts as emitters (TX). We implemented
a different stand-alone positioning method for each variant.

Variant 1 is based on lateration and BLE technology
(stand-alone BLE-RSS lateration method) and Variant 2
is based on fingerprinting-k-Nearest Neighbors (k-NN) and
Wi-Fi and BLE technologies (stand-alone BLE/Wi-Fi-RSS
fingerprinting-k-NN method).

1) Stand-alone BLE-RSS lateration method: The lateration
method used to estimate the position relies on the Logarithm
Distance Path Loss (LDPL) model, a minimization problem,
and the Levenberg-Marquardt algorithm for weighted non-
linear least-squares to solve the minimization problem. The
LDPL model (see Eq. (1)) correlates the attenuation of the
signal strength as it propagates through space and the distance
between the transmitter and the receiver:

RSSd
RX(TX) = RSS1m

RX(BX)− 10 η log

(
d

d0

)
(1)

where RSSd
RX(TX) denotes the RSS value measured by the

receiver (RX), which is at a distance d from the transmitter
(TX); RSS1m

RX(BX) denotes the RSS value measured by the
receiver (RX), which is at a distance of 1m from the BLE
anchor transmitter (BX); The transmitter could be a BLE
anchor or a mobile device; and η is the path-loss attenuation
factor.

The stand-alone lateration approach is described by the
Algorithm 1, and its working procedure is outlined as follows:

• 1st step: Gather the RSS from BLE anchors
(RSSd

RX(TX)) that are reachable in a time window
(tw) of 60 s, excluding those that are not part of the
deployment scenario (input data for Algorithm 1);
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• 2nd step: Group the RSS gathered in 1st step by anchors,
then remove the outliers of each group, which are those
values outside of 25 and 75 percentiles (lines 1–2 in
Algorithm 1);

• 3rd step: Average RSS value per anchor by applying the
average operator to the RSS values in each group. (line
3 in Algorithm 1);

• 4rd step: Choose those BLE anchors whose averaged RSS
value is equal to or within a pre-set threshold (lines 4–8
in Algorithm 1);

• 5th step: Estimate the relative distance between the
chosen BLE anchors in 4rd step and the target position
of the device/user by applying the LDPL model (eq.(1))
(line 9 in Algorithm 1);

• 6th step: Estimate the position of the device/user P̂
Lat1

by applying the Levenberg-Marquardt Weighted Least
Squares (L-MWLS) lateration, which uses the data com-
puted in the 5th step, the weights, and the Ground-
Truth (GT) of the BLE anchors. The weight for every
BLE anchor is calculated as the inverse of the estimated
distance between the anchor and the device. Lat1 refers
to L-MWLS lateration in the stand-alone phase.

The threshold and the attenuation factor (η) values are
−83 dBm and 2.1 respectively, as we used before in [16] and
which are aligned with values proposed in the literature [20].
The devices used in the collaborative positioning approach
have their own RSS1m

RX(BX) value according to the data
gathered during the device calibration phase (see Table I).

TABLE I
RSS1m

RX(BX) PER DEVICE IN BOTH SCENARIOS

ID/RX Device name Model RSS1m
RX(BX) Scenario

(dBm)

1 Galaxy S8 SM-G950F -68.88 Both
2 Lenovo Yoga Book YB1-X90F -74.75 Office
3 Galaxy A7 Duos SM-A7100 -62.39 Office
4 Galaxy S6 SM-G920F -62.99 Office
5 Honor 20 Lite HRY-LX1T -62.11 Lobby
6 Galaxy A5 SM-A500FU -78.79 Office
7 Galaxy S6 Edge SM-G928F -61.17 Lobby
8 Huawei P40 Lite CDY-NX9A -69.74 Lobby
9 Galaxy A12 SM-A125F -66.79 Lobby

2) Stand-alone Wi-Fi/BLE-RSS fingerprinting-k-NN method:
Our stand-alone fingerprinting-k-NN method is described by
the Algorithm 2 and based on the k-NN algorithm used in [6].
Its workflow is as follows:

• 1st step: Gather the RSS from BLE anchors/Wi-Fi APs
(RSSIRX(TX)) during a time window (tw) of 10 s,
excluding those that do not are part of the fingerprinting
radio map (input data for Algorithm 2);

• 2nd step: Group the RSS, gathering in 1st step, by BLE
anchor/Wi-Fi AP, (line 1 in Algorithm 2);

• 3rd step: Average the RSS value per BLE anchor/Wi-Fi
AP by applying the average operator to the RSS values
in each group. (line 2 in Algorithm 2);

• 4th step: Estimate the position of the device/user
(P̂

FP
(RX) = [P̂FP

x (RX), P̂FP
y (RX)]) using the

Algorithm 1 Stand-alone lateration
Input: Deployed anchors information collected within a time win-

dow tw: RSSd
RX(TX) values and GT

Input: LDPL: η = 2.1 and RSS1m
RX(BX)

Input: threshold

Output: Estimated device/user position P̂
Lat1

(RX)
1: Group the RSSd

RX(TX) values by beacon
2: Remove RSSd

RX(TX) outliers values of each group
3: Average RSSd

RX(TX) values of each group : RSSd
RX(TX)

4: for i← 1 to number of RSSd
RX(TX)(i) do

5: if (RSSd
RX(TX)(i) ≥ threshold) then

6: Include i-th anchors to reference anchors set
(refanchorset)

7: end if
8: end for
9: Estimate the distances between anchors of refanchorset and the

device/user position using Eq.1
10: Estimate the device/user position (P̂

Lat1
(RX) =

[P̂Lat1
x (RX), P̂Lat1

y (RX)]) using the Levenberg-Marquardt
Weighted Least Squares method

FPradiomap, the RSS values processed in the 3rd step,
and the k-NN algortihm. (line 3 in Algorithm 2);

The fingerprint radio map (FPradiomap), used as input,
contains the information of the RSS values and the (x,y)
coordinates where they were gathered. In the k-NN algorithm,
we considered k = 5, which was chosen experimentally to give
the model’s ability to generalize to new data.

Algorithm 2 Stand-alone fingerprinting-KNN
Input: Information collected, within a time window tw, from the

BLE anchors/Wi-Fi APs available: RSSRX(TX) values
Input: k value
Input: FPradiomap with location labels
Output: Estimated device/user position P̂

FP
(RX)

1: Group the RSSRX(TX) values by BLE anchor/Wi-Fi AP
2: Average RSSRX(TX) values of each group : RSSRX(TX)

3: Estimate the device/user position (P̂
FP

(RX) =
[P̂FP

x (RX), P̂FP
y (RX)]).

C. Third phase: collaborative phase
The third phase is the collaborative phase. In this phase,

we estimate the position of the device/user based on the
collaboration of the surrounding devices/users. In the collab-
orative phase, we have just a set of mobile devices which
act as receivers and emitters. When computing the position
for a particular target device (TD) in a collaborative way,
the remaining devices act as neighborhood devices (NDs).
The final position is estimated in 4 stages: 1) the devices
exchange their information via wireless communication (i.e.,
BLE advertisement); 2) we estimate the relative distance
between them based on RSS values and a MLP ANNs model;
3) we apply a collaborative lateration algorithm to estimate
the device/user’ position, and 4) we apply an algorithm to
combine the estimated position of the non-collaborative and
collaborative phases. Stages 1, 3, and 4 are the same for both
implemented L/F-CIPS variants. However, the MLP ANNs
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architecture implemented in stage 3 is different for each of
them. Extended description includes:

1) Information exchanged between devices/users: Fig. 1
(third phase–part 1) shows the process through which the
devices sense the environment to gather and share the infor-
mation required to compute collaboratively their own position.

Each device shares its estimated position (i.e., using ibeacon
protocol), and measures the RSS values of neighbor devices
within a time window (wt) of 60 s and 10 s for first and
second CIPS variant, respectively. In detail, the information
collected are: 1) the received RSS from the neighbor device
(RSSIRX(TX)), 2) the estimated position of the neighbor
([P̂Nc

x (TX), P̂Nc
y (TX)]), 3) the estimated position of the

target device ([P̂Nc
x (RX), P̂Nc

y (RX)]), and 4) the calibration
RSS of the target device (RSS1m

RX(BX)).
2) Estimation of the relative distance between devices: We

estimate the relative distance between devices using a MLP
ANNs model. The input of the MLP neural network model
corresponds to the information exchanged between each pair
(target device–neighbor device) described in Section III-C.1,
and the output to the estimated distance of that specified pair.

The first architecture is designed for Variant 1 of the L/F-
CIPS, which uses only BLE technology and lateration method
to estimate position in the office scenario. The architecture is
composed of one input layer with six neurons, one hidden
layer with three neurons, and one output layer as shown
in Fig. 2. The activation and training functions used are
the hyperbolic tangent, and the scaled conjugate gradient
backpropagation, respectively, and 50 epochs were used.

Input Layer Output LayerHidden Layer
(3 neurons)

Estimated
distance

Fig. 2. MLP neural network model architecture for Variant 1 of the L/F-
CIPS. Used to estimate the relative pairwise distance between the target
and neighboring devices/users.

The second architecture, corresponding to Variant 2, allows
us to cope with diverse scenarios (i.e., office and lobby),
and fingerprint-based positioning with BLE and Wi-Fi). In
detail, the second architecture consists of one input layer, three
hidden layers, and one output layer as shown in Fig. 3. The
first hidden layer has three neurons and the second and third
layers have fourteen neurons each. We used the hyperbolic
tangent sigmoid (tangsig) activation function, the conjugate
gradient backpropagation (trainscg) training function, and 12
epochs.

Fig. 1 (third phase–part 2) shows the collaborative scenario
after estimating the relative distance between devices. In the
scenario, the distances estimated by the MLP ANNs model are

Input Layer Hidden Layers Output Layer

Estimated
distance

HL1 
(3) 

HL2 
(14) 

HL3 
(14) 

Fig. 3. MLP neural network model architecture for Variant 2 of the L/F-
CIPS. Used to estimate the relative pairwise distance between the target
and neighboring devices/users.

depicted by the purple lines. The two selected models were
selected after MLP tuning described in Section IV-B.

3) Collaborative lateration algorithm: The collaborative lat-
eration algorithm implemented is similar to the one proposed
in Section III-B.1 and described by the Algorithm 1. The main
differences are with the data for lateration.

First, the anchors used by the collaborative lateration are
the neighbouring devices/users, whose position is estimated
by the stand-alone lateration (Variant 1 of the L/F-CIPS) or
fingerprinting (Variant 2 of the L/F-CIPS), instead of the BLE
anchors deployed in the scenario with a well-known position.
Second, rather than using the LDPL model to estimate the
relative distance between neighboring devices/users and the
target device/user, we use a MLP neural network model. The
input data needed in the collaborative lateration algorithm are
the initial position non-collaboratively estimated of surround-
ing devices and the relative distance between the target and
surrounding devices estimated by the MLP ANNs.

Fig. 1 (third phase–part 3) depicts the inputs and output
obtained after performing the collaborative lateration algo-
rithm. Also, the two kinds of estimated positions are depicted
by the orange (non-collaboratively estimated position) and
blue (collaborative estimated position) pushpins, which are the
inputs for the midpoint line algorithm (see Section III-C.4).

4) Combining stand-alone and collaborative estimated posi-
tions: The final estimated position is the centroid of the non-
collaboratively estimated position and the collaboratively one
(see Eq. (2) and Eq. (3)):

ˆ̂
PF
x (RX) =

P̂Nc
x (RX) + P̂C

x (RX)

2
(2)

ˆ̂
PF
y (RX) =

P̂Nc
y (RX) + P̂C

y (RX)

2
(3)

Where ˆ̂PF (RX) = [
ˆ̂
PF
x (RX), ˆ̂

PF
y (RX)] denotes the final

estimated position of device/user RX , with RX = {1, 2....N}
and N the number of devices. P̂Nc

x (RX) and P̂Nc
y (RX)

denotes the position non-collaboratively estimated with the
stand-alone lateration or fingerprinting depending on whether
it is implemented, Variant 1 or Variant 2 of the L/F-CIPS.
P̂C
x (RX) and P̂C

y (RX) denotes the position collaboratively
estimated with the collaborative lateration (P̂ lat2

x (RX) and
P̂ lat2
y (RX)), both for device/user RX .
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Fig. 1 (third phase–part 4) depicts the inputs and output
obtained after performing the midpoint line algorithm. Also, it
shows the final collaborative scenario, with the three positions
(non-collaboratively, collaboratively and final) computed for
each device as orange, blue and green pushpins, respectively.
As can be observed, the positioning error between the devices’
current (red crosses) and final estimated position (green push-
pin) was reduced in most cases.

5) Full collaborative workflow: The pseudo-code for the pro-
posed L/F-CIPS is in Algorithm 3 and outlined as follows:

• 1st step: Group the RSS readings by device, then remove
of each group the outliers, values outside of 25 and 75
percentiles (lines 1–2 in Algorithm 3);

• 2rd step: Average the RSS values per each device/user,
getting one averaged RSS value per device/user (line 3
in Algorithm 3);

• 3th step: Estimate the relative distances between the
neighboring devices/users and the target device/user,
by applying the MLP ANNs model. The inputs of
MLP ANNs model are: RSSIRX(TX), RSSI1mRX(BX),
(P̂Nc

x (TX),P̂Nc
y (TX),P̂Nc

x (RX),P̂Nc
y (RX)), and (in-

put values in Algorithm 3);
• 4th step: Estimate collaboratively the position of the

device/user (P̂
C
(RX)) by applying the Levenberg-

Marquardt Weighted Least Squares (L-MWLS) lateration
method, which input data are the relative distances esti-
mated by the MLP ANNs model (3th step), the weights,
and the estimated position (P̂

Nc
(TX)) of each neigh-

boring device/user. The weight value for every anchor
is calculated as the inverse of its distance square with
respect to the device/user;

• 5th step: Compute the final estimated position of the
device/user (ˆ̂PF (RX)) using the formula expressed in
Eq. (2) and Eq. (3), considering the position collabo-
rative and non-collaboratively estimated, P̂

Nc
(RX) and

P̂
C
(RX), respectively. (RX) is the identifier of the

device/user to estimate its position.

Algorithm 3 Collaborative module
Input: Collaborative devices information collected within a

time window tw: RSSRX(TX), RSS1m
RX(BX), and

(P̂Nc
x (TX),P̂Nc

y (TX),P̂Nc
x (RX),P̂Nc

y (RX))

Output: Improved estimated device/user position (ˆ̂PF
dev(n))

1: Group the RSSRX(TX) values by device
2: Remove RSSRX(TX) outliers values of each group
3: Average RSSRX(TX) values of each group: RSSdev(i)
4: Estimate the relative distance between the target device and the

near collaborative devices using the trained ANN model
5: Estimate the device/user’s position (P̂

C
(RX)) using the

Levenberg-Marquardt Weighted Least Squares (L-MWLS) lat-
eration method

6: Compute the final estimated device/user’s position (ˆ̂PF (RX))
using the midpoint line algorithm of in Eq. (2) and Eq. (3)

It should be noted that the stand-alone method used to
estimate non-collaboratively the user/device position as well
as the MLP ANNs model selected and its inputs depend on
the L/F-CIPS variant implemented.

IV. EXPERIMENTAL SETUP

This section presents the experimental setup in order to: 1)
assess the feasibility and advantages of our proposed L/F-CIPS
architecture; 2) evaluate the proposed ANN-based estimator
of relative distances under different indoor scenarios and
technologies and 3) study how relative distances and NLOS
conditions among devices impact the L/F-CIPS positioning
error.

A. Scenarios and hardware

We selected two real-world scenarios, office, and lobby
scenarios, to perform the data collection and experimentally
test the IPS and Variant 1 (only office scenario) and Variant
2 (both scenarios) of the L/F-CIPS proposed. The office
scenario, located at Universitat Jaume I, Spain, covers an
approximate area of 16.7 × 10.8 m2 and includes furniture
such as chairs, desks, desktop computers, bookshelves, and
concrete metal-reinforced pillars, as is sketched in Fig. 4.

Fig. 4. 3D office scenario representation
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Fig. 5. Distribution of the configurations in the office scenario

The lobby scenario, located at Tampere University, Finland,
covers an approximate area of 26.2 × 13.7 m2 and includes
furniture such as tables, seater sofas, lecture desks, office pod,
and concrete metal-reinforced pillars, as is sketched in Fig. 6.
Both scenarios provide rich and diverse NLOS conditions in
the environment due to their particular geometry and furniture.

In the office and lobby scenarios, we designed collaborative
configurations made up of 5 mobile devices. Each configura-
tion presents a diverse distribution of mobile devices in the
scenario, which provides different distances between devices
and NLOS conditions. Fig. 5 presents the distribution of
mobile devices in the office scenario and Fig. 7 the distribution
of mobile devices in the lobby scenario for each configuration.
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TABLE II
DEVICES’ GROUND TRUTH BY CONFIGURATION IN OFFICE AND LOBBY SCENARIOS

ID/RX Config. 1 Config. 2 Config. 3 Config. 4 Config. 5 Config. 6 Config. 7 Scenariox y x y x y x y x y x y x y
1 5.05 3.7 1.33 6.1 6.93 1.3 7.75 6.1 2.05 9.7 2.05 9.7 2.05 9.7 Office
2 6.55 4.55 4.49 3.05 9.93 1.3 11.75 2.75 3.6 3.3 8.7 6.4 14.66 6.45 Office
3 8.05 0.7 7.66 0.1 12.93 1.3 12.75 0.1 16.45 2.5 16.45 2.5 16.45 2.5 Office
4 5.05 0.7 1.33 0.1 9.03 0.1 7.75 0.1 2.05 2.5 2.05 2.5 2.05 2.5 Office
6 8.05 3.7 7.66 6.1 9.03 3.7 12.75 6.1 16.45 9.7 16.45 9.7 16.4 9.7 Office
1 2 3 0 0.5 9 2 6 0.5 0 0.5 0 0.5 — — Lobby
5 2 6 0 6 11 4.5 6 5.5 0 6 0 6 — — Lobby
7 5 3 14 6 15 2 12 5.5 14 6 14 6 — — Lobby
8 5 6 14 0.5 11 1 12 0.5 14 0.5 14 0.5 — — Lobby
9 1 4.5 12 3 12 2 9.5 4.5 1.5 2 7 3 — — Lobby

Fig. 6. 3D lobby scenario representation

Table II summarizes the GT coordinates of mobile devices by
configuration in each scenario.
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Regarding the hardware, we used 9 diverse smartphones
to perform the experiments in the scenarios. All of them
were able to measure Wi-Fi and BLE RSS and transmit BLE
packets using the iBeacon protocol. Details about devices were
provided in Table I. In the office scenario, we deployed BLE
anchors, which transmit at a power of −4 dBm and a period
of 250ms. Fig. 5 shows the distribution of BLE anchors (red
points) and the reference points (blue points) used to build
the BLE fingerprint radio map. In total, the BLE radio map
contains 792 samples (72 ref. points × 11 samples). In the
lobby scenario, we used the 67 already available Wi-Fi APs
to build a Wi-Fi radio map. Fig. 7 shows the distribution of the
136 reference points (light blue points) used to build the Wi-Fi
fingerprint radio map. In total, the Wi-Fi radio map contains
1088 samples (136 ref. points × 8 samples).

In Variant 1 of the L/F-CIPS, we used 6 collaborative
configurations (1 to 6), of the office scenario, made up of
five mobile devices (1, 2, 3, 4, and 6), and the deployed
BLE anchors (1, 4, 6, 9, 10, 17 and 19). We divided the data
acquired, in the 6 configurations, into two datasets, ensuring
that both datasets cover different zones of the scenario and
the distances between devices and between anchors vary.
Configurations 1, 4, and 5 are used for testing the model, and
configurations 2, 3, and 6 are used for training & evaluation.
The second dataset (training & evaluation) was randomly
divided into training (70%) and validation (30%) to tune the
MLP neural network. The testing dataset was used to test the
MLP ANNs for relative distances, the stand-alone BLE-RSS
lateration and the first CIPS variant.

In Variant 2 of the L/F-CIPS, we used 6 collaborative
configurations in the office (1-5, and 7) and lobby scenarios (1-
6), made up of five smartphones, 1, 2, 3, 4, and 6 for the office
and 1, 5, 7, 8, and 9 for the lobby scenario for the experimental
test. In both scenarios, configurations 1, 4, and 5 are used for
testing and configurations 3, 6, and 7 and configurations 2,
3 and 6 are used for training & evaluation in the office and
lobby scenarios, respectively. In the same way as in Variant
1, the second dataset (training & evaluation) was randomly
divided into training (70%) and validation (30%) to evaluate
the MLP ANNs and the testing data set to test the stand-alone
fingerprinting and Variant 2.

In both L/F-CIPS variants, data collection was carried out
for 2 hours in each scenario. Also, simultaneously, the data
from the deployed BLE anchors in the office scenario and
Wi-Fi APs available in the lobby scenario were recorded.

B. Tuning the MLP neural network

In order to define the most suitable MLP architecture and
its hyperparameters for our proposed L/F-CIPS model, we
evaluate four architectures for the two implemented L/F-CIPS
variants. The hyperparameters considered were the number of
hidden layers, the number of hidden neurons and the activation
function used –log-sigmoid (logsig) or hyperbolic tangent
sigmoid (tansig)–.

1) MLP neural network for the Variant 1: For the Variant 1,
we have considered 2 architectures with 1 hidden layer as a
starting point, since it can model a wide number of nonlinear
problems, and is useful for defining the activation function. In
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(c) MLP3v1o
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(d) MLP4v1o

1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16
Target values (m)

1
2
3
4
5
6
7
8
9

10
11
12
13
14
15
16

Pr
ed

ic
te

d 
va

lu
es

 (
m

)

MLP1 architecture, Test: R=0.58, RMSE=3.46m

0

0.2

0.4

0.6

0.8

1

1.2

1.4

1.6

1.8

2
#10 4

(e) MLP1v2o
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(f) MLP2v2o
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(g) MLP3v2o
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(h) MLP4v2o
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(i) MLP1v2l
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(j) MLP2v2l
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(k) MLP3v2l
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Fig. 8. Target vs predicted distances of the MLP neural network architectures

addition, we have considered 2 additional architectures with
an extra layer. The hyperparameters are detailed in Table III.

TABLE III
TESTED MLP SET-UPS FOR THE Variant 1 OF THE L/F-CIPS

Parameters MLP1v1o MLP2v1o MLP3v1o MLP4v1o
No. Hidden layers (HLs) 1 1 2 2
No. Neurons HL1 3 3 6 12
No. Neurons HL2 — — 3 6
Training function trainscg
Activation function tansig logsic tansig tansig
Performance function Mean Square error

The results of comparing the real distance with the estimated
distance in each of the 4 MLP ANN architectures are shown in
Fig. 8 (a-d) as density scatter plots, as well as their correlation
coefficient (R) and the Root Mean Square Error (RMSE). The
scatter plots visualizes the relationship between target values
(X-axis), predicted values (Y-axis), and the number of samples
corresponding to each combination using a colour scale.

Based on the information presented in Fig. 8 (a-d), we can
observe that one hidden layer MLP architectures (MLP1v1o and
MLP2v1

o ) have lower RMSE than the two hidden layer ones
(MLP3v1

o and MLP4v1o ), and a greater correlation coefficient,
namely 0.62 and 0.60 for MLP1v1

o and MLP2v1
o , respectively.

Specifically, comparing MLP1v1o and MLP2v1
o through the

density scatter plots, we notice that MLP1v1o has a higher
density of predicted values near to the real values (white
diagonal line) than MLP2v1o .

Consequently, in terms of accuracy, one hidden layer MLP
architectures are better able to estimate the distance. In par-
ticular, MLP1v1

o , which uses a hyperbolic tangent sigmoid
activation function (tansig) provides the best performance.

2) MLP neural network for the Variant 2: For the Variant 2,
we have considered the best architecture for the first CIPS
variant. As fingerprinting is less accurate than lateration, we
considered more complex architectures, one with 2 hidden
layers and two with 3 hidden layers. The hyperparameters for
each architecture are detailed in Table IV.

TABLE IV
TESTED MLP SET-UPS FOR THE Variant 2 OF THE L/F-CIPS

Parameters MLP1v2o&l MLP2v2o&l MLP3v2o&l MLP4v2o&l

No. Hidden layers (HLs) 1 2 3 3
No. Neurons HL1 3 3 3 3
No. Neurons HL2 — 6 6 14
No. Neurons HL3 — — 6 14
Training function trainscg
Activation function tansig
Performance function Mean Square error
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Similarly, the results of comparing the actual distance with
the estimated distance in each of the 4 MLP neural network
architectures are presented in Fig. 8 (e-h) and Fig. 8 (i-l)
through density scatter plots, their correlation coefficient (R),
and the RMSE for the office and lobby scenarios, respectively.

Based on Fig. 8 (e-h) for the office scenario with fin-
gerprinting, we can observe that three hidden layer MLP
architectures (MLP3v2

o and MLP4v2
o ) have lower RMSE than

the one hidden layer one (MLP1v2o ), and a greater correlation
coefficient, namely 0.61 and 0.74 for MLP3v2

o and MLP4v2
o ,

respectively. The architecture with two hidden layers, MLP2v2
o ,

performs slightly better than MLP3v2
o but worse than MLP4v2

o .
In terms of relative distances estimation, MLP4v2

o is the best.
Comparing the density scatter plots of MLP3v2o and MLP4v2

o ,
we notice that the MLP architecture with a higher number
of neurons in the second and third layers (MLP4v2

o ) has a
higher density of predicted values near to the real values (white
diagonal line) than the one with the lower number of neurons
in the second and third layers (MLP3v2

o ).
Based on Fig. 8 (i-l) for the lobby scenario, we can observe a

similar behaviour as in the office scenario with fingerprinting,
but with minor differences arise as the worse reconstruction
is provided with the two layer architecture, low density of
predicted values near to the real values in the plot of MLP2v2

l ,
in this case. In terms of accuracy, the architecture MLP4v2l is
also the best to estimate relative distances in the lobby.

V. RESULTS AND DISCUSSION

The main results of the evaluation of our two proposed
L/F-CIPS variants are presented in this section. We have
considered the RMSE, mean, median, 75th, and 90th percentile
as main evaluation metrics. In each scenario, we distributed
the smartphones considering three distances among them,
configuration 1 (short distances), configuration 4 (medium dis-
tances), and configuration 5 (large distances). Specifically, we
present independently the results of each configuration used
for testing to show the effect of the relative distance between
collaborative devices and NLOS conditions on positioning
accuracy in CIPS.

A. Results of Variant 1

Fig. 9 shows the Empirical Cumulative Distribution Func-
tion (ECDF) plots of each configuration set in the office
scenario. The red lines represent the result for the first L/F-
CIPS variant using MLP ANNs (collaborative approach) and
the black lines for the stand-alone BLE-lateration (lateration
baseline). In detail, Fig. 9 (a) presents the ECDF of con-
figuration 1, Fig. 9 (b) of configuration 4, and Fig. 9 (c)
presents the ECDF of configuration 5. Table V summarizes the
results of Variant 1 of the L/F-CIPS and the lateration baseline
considering the aforementioned metrics and configurations.
The down arrows in the table indicate that our proposed L/F-
CIPS decreases the error with respect to the baseline in the
percentage indicated.

B. Results of the Variant 2

Similarly as done in the office scenario and Variant 1 of the
L/F-CIPS, we present the results for the office scenario and
Variant 2 of the L/F-CIPS in Fig. 10 (ECDF) and Table VI
(main statistics). In this case, the non-collaborative (stand-
alone) method relies on BLE fingerprinting with k-NN.

While the previous results focused on the office scenario
with two different approaches for the non-collaborative phase,
the next results try to corroborate our finding with a different
positioning technology and a different location. We present the
results for the lobby scenario and Variant 2 of the L/F-CIPS
in Fig. 11 (ECDF plots) and Table VII (main error statistics).
In this case, the non-collaborative (stand-alone) method relies
on Wi-Fi fingerprinting with k-NN.

C. Comparison with other collaborative methods

Finally, we compare our proposed L/F-CIPS variants’ ac-
curacy to three SOTA CIPSs based on smartphones. Repro-
ducing and replicating the SOTA models available is not
straightforward as they may use specific technologies, settings,
and/or infrastructure which are not available in our scenarios
and collected datasets. Therefore, the comparison is based
on published results, which provide a reasonable performance
comparison benchmark. Specifically, the comparison involves
three aspects: accuracy improvement concerning the baseline
system, test conditions, and complexity of the proposed solu-
tion.

Taniuchi et al. [19] proposed a CIPS based on spring model
and homogeneous smartphones using Wi-Fi-fingerprinting and
BLE RSS. The system improved the mean accuracy within
2.7%–32.6% in several scenarios. Seco and Jiménez [21]
proposed a particle filter approach for CIPS, which relied
on smartphones with homogeneous Radio-Frequency Identi-
fication (RFID) tags attached to them. The results showed
an improvement of 9.09% for the 90th percentile. Ta et al.
[22] introduced two CIPS versions based on particle filter
and Wi-Fi and BLE RSS values. The implemented versions
were tested considering heterogeneous devices in Line-of-sight
(LOS) between them in a corridor scenario. The results showed
an improvement of the mean accuracy within 5.3%–47.5%.

Our L/F-CIPSs achieved a maximum accuracy improvement
of 43.59% and 29.32% regarding the baseline system for the
mean and 90th percentile metrics, respectively. This demon-
strates that our system outperforms the CIPS in [19] and [21]
in terms of accuracy improvement. However, our L/F-CIPSs
has slightly lowest accuracy improvement compared to CIPS
presented in [22]. This could be due to our systems being
intentionally tested under NLOS conditions between smart-
phones, which dramatically dropped the system’s accuracy.

Regarding complexity, our proposed systems are compa-
rable to CIPS in [22] and [21] based on particle filter.
Nevertheless, our system’s modularity enables its straightfor-
ward implementation and configuration. Moreover, compared
with [21], our systems do not rely on additional hardware.
Table VIII summarizes the reported results used in the com-
parison between the SOTA CIPSs and our proposed L/F-CIPS.
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TABLE V
MAIN RESULTS METRICS PROVIDED BY THE LATERATION BASELINE AND OUR PROPOSED COLLABORATIVE APPROACH.

Variant 1 – Office Lateration Error (m) L/F-CIPS Error (m) Diff (%)
Eval. metric Config. 1 Config. 4 Config. 5 Config. 1 Config. 4 Config. 5 Config. 1 Config. 4 Config. 5
RMSE 4.52 6.98 5.5 2.77 6.1 4.94 ↓38.72 ↓12.61 ↓10.18
Mean 4.29 6.85 4.94 2.42 5.8 4.34 ↓43.59 ↓15.33 ↓12.15
Median 4.11 7.12 5.54 2.09 5.75 4.35 ↓49.15 ↓19.24 ↓21.48
75th percentile 4.76 7.92 6.2 2.93 7.49 5.49 ↓38.45 ↓5.43 ↓11.45
90th percentile 6.72 8.48 8.38 4.75 8.1 8.22 ↓29.32 ↓4.48 ↓1.91
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Fig. 9. CDF of the lateration baseline and collaborative approach (7 BLE anchors) of configurations 1, 4, and 5 (office).

TABLE VI
MAIN RESULTS METRICS PROVIDED BY THE BLE FINGERPRINTING BASELINE AND OUR PROPOSED COLLABORATIVE APPROACH.

Variant 2 – Office BLE Fingerprinting Error (m) L/F-CIPS Error (m) Diff (%)
Eval. metric Config. 1 Config. 4 Config. 5 Config. 1 Config. 4 Config. 5 Config. 1 Config. 4 Config. 5
RMSE 4.92 4.7 2.54 3.91 4.64 3.72 ↓20.53 ↓1.28 ↑46.46
Mean 4.58 4.25 1.96 3.55 4.12 3.16 ↓22.49 ↓3.06 ↑61.22
Median 4.25 4.16 1.53 3.45 3.86 2.65 ↓18.82 ↓7.21 ↑61.22
75th percentile 5.81 5.31 2.68 4.45 5.67 4.86 ↓23.41 ↑6.78 ↑73.20
90th percentile 7.14 6.97 4.34 5.64 7.06 5.75 ↓21.01 ↑1.29 ↑32.49
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Fig. 10. CDF of the fingerprinting baseline and collaborative approach (5 BLE anchors) of configurations 1, 4, and 5 (office).

TABLE VII
MAIN RESULTS METRICS PROVIDED BY THE WI-FI FINGERPRINTING BASELINE AND OUR PROPOSED COLLABORATIVE APPROACH.

Variant 2 – Lobby Wi-Fi Fingerprinting Error (m) L/F-CIPS Error (m) Diff (%)
Eval. metric Config. 1 Config. 4 Config. 5 Config. 1 Config. 4 Config. 5 Config. 1 Config. 4 Config. 5
RMSE 5.83 4.04 5.4 5.37 4.1 6.19 ↓7.89 ↑1.49 ↑14.63
Mean 5.2 3.51 4.86 5 3.68 5.89 ↓3.85 ↑4.84 ↑21.19
Median 4.74 3.18 4.34 5.12 3.59 5.79 ↑8.02 ↑12.89 ↑33.41
75th percentile 7.13 4.62 5.68 6.29 4.92 7.12 ↓11.78 ↑6.49 ↑25.35
90th percentile 9.3 6.25 7.88 7.49 5.88 8.2 ↓19.49 ↓5.92 ↑4.06
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Fig. 11. CDF of the fingerprinting baseline and collaborative approach (67 Wi-Fi APs) of configurations 1, 4, and 5 (lobby).
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Overall, our proposed systems achieve comparable or better
accuracy than the existing systems, while using heterogeneous
devices and NLOS conditions in the test scenarios. These im-
provements are obvious when using collaborative approaches
compared to the baseline approaches; it is to be noted that the
baseline error performance differs from scenario to scenario
because different measurement datasets were used.

TABLE VIII
COMPARISON OF SOTA CIPSS VS PROPOSED L/F-CIPS

Ref. NLOS Device Evaluation Baseline CIPS Diff
Conditions Diversity Metrics error (m) error (m) (%)

[19] Y N Mean 2.08 2.02 ↓2.7 (Min)
1.45 0.98 ↓32.6 (Max)

[21] Y N 90th Per. 4.4 4 ↓9.09

[22] N Y Mean 3.8 3.6 ↓5.3 (Min)
4 2.1 ↓47.5 (Max)

Ours Y Y Mean 4.29 2.42 ↓43.59 (Max)
Var.1 90th Per. 6.72 4.75 ↓29.32 (Max)
Ours Y Y Mean 4.58 3.55 ↓22.49 (Max)
Var.2 90th Per. 7.14 5.64 ↓21.01 (Max)

D. Discussion

The Variant 1 of the L/F-CIPS, which considers BLE
technology, was tested in an office scenario and compared
to lateration. We considered three configurations, covering
short, medium, and large distances among devices. As shown
in Table V, our proposed collaborative approach performs
better than lateration in all the evaluation metrics for all
the configurations evaluated. Specifically, in short distances
(configuration 1), medium distances (configuration 4), and
large distances (configuration 5) the maximum difference are
49.15 %, 19.24 %, and 21.48 % for the median metric,
respectively.

Moreover, considering the relative difference of the RMSE,
mean and 75th percentile, we can observe that our proposed
collaborative approach significantly outperforms lateration in
short distances, moderately in medium distances and slightly
in large distances. According to the ECDF plots (see Figure 9),
our collaborative approach greatly outperforms lateration base-
line in all the cases in short distances. In medium distances, the
proposed collaborative method is better than lateration, but dif-
ferences are short after the 70th percentile. For large distances,
the proposed method is better until the 80th percentile. Addi-
tionally, in Figure 9 (a) and (c), there are small flat sections at
0.8 and (0.4 and 0.8) for configuration 1 and 5, respectively, in
both the lateration and collaborative approaches. This indicates
that there are no cases with positioning errors falling within
those specific error ranges. For example, around 3 m to around
4 m in Figure 9 (a) errors fall in an area following (almost)
a normal distribution, but in some cases, such as in Figure 9
(a), there is a reference point with extremely large positioning
error. As a result, the error in 4 reference points is around
0 to 3 meters, while in the most distant reference point, the
error is above 4 m. A similar situation occurs in Figure 9 (c),
where the error is low in 2 reference points, moderate in 2
other reference points and large in 1 reference point.

It is worth mentioning that lateration positioning ac-
curacy was significantly worse than RSS in the litera-
ture [16], [23]. Our real-world test scenario conditions in-
clude hardware heterogeneity (smartphones), strong NLOS
and poor/inappropriate distribution of the BLE anchors. Nev-
ertheless, the error values obtained are consistent with chal-
lenging scenarios in the literature [24].

The Variant 2 of the L/F-CIPS was first evaluated on
the same office scenario. The results reported in Table VI
and Fig. 10 show that our collaborative approach greatly
outperforms the stand-alone fingerprinting in all evaluation
metrics when the mobile devices are very near to each other
(configuration 1). When the distance among devices is short,
the signal propagation presents less attenuation and reduced
multipath. When the distance among devices is medium, our
proposed CIPS is better than fingerprinting below the 60th

percentile and above the 90th percentile (large errors area). In
this case, the physical obstruction and multipath propagation
due to surrounding objects are frequent. However, when the
distance among devices is large, the performance of our
proposed L/F-CIPS is worse than fingerprinting. Fig. 10 (b)
and (c) present vertical flat sections similar to those in Figure 9
(a) and (c) due to the distribution of reference points in the
scenario.

The Variant 2 was also evaluated in the lobby scenario. The
results reported in Table VII and Fig. 11 show that our collab-
orative approach outperforms the stand-alone approach in the
short distance case. Unlike the office scenario, its performance
is more moderate, reducing the error in four of five evaluation
metrics. In the medium distance, we observe that until the 80th

percentile, the stand-alone approach slightly outperforms the
proposed collaborative method, but in the remaining cases, the
collaborative approach outperforms fingerprinting. In the large
distance case, we just notice that our approach moderately
improves fingerprinting after the 90th percentile. It seems that
Wi-Fi fingerprinting is less reliable for stand-alone positioning
in collaborative frameworks. However, the collaborative ap-
proach benefits from the increasing number of devices in real-
life indoor scenarios, resulting in improved accuracy due to
higher device density and closer proximity. Additionally, more
devices participating in collaboration enhance data availability,
leading to better accuracy and coverage.

VI. CONCLUSION

In this paper, we have proposed L/F-CIPS, a collaborative
approach to enhance positioning accuracy for pedestrians using
smart devices. It uses a novel way to estimate relative dis-
tances using a Multilayer Perceptron (MLP) Artificial Neural
Networks (ANNs) model instead of the traditional Logarithm
Distance Path Loss (LDPL) model. The proposed estimator
not only considers the Received Signal Strength (RSS) value
but also the calibration of the receiver and the stand-alone
positions of the two involved devices.

We have evaluated the proposed L/F-CIPS using two posi-
tioning technologies (Wi-Fi and BLE), two methods (lateration
and fingerprinting) and two real-world scenarios (office and
lobby) in two different countries.
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The results have demonstrated the usefulness of our pro-
posed L/F-CIPS architecture to develop new CIPS consider-
ing diverse technologies and methods to improve the posi-
tioning accuracy of traditional lateration and fingerprinting.
Specifically, Variant 1, based on RSS lateration, improves
the positioning performance of traditional lateration in all
the tested configurations (i.e., where the devices have short,
medium, and large distances among them). In contrast, Variant
2, based on RSS fingerprinting, demonstrated that L/F-CIPS
enhances the positioning accuracy of traditional IPSs based
on fingerprinting under specific conditions. In this last case,
the distance among devices should preferably be short to get
a significant gain.

Considering the state of the art CIPSs tested under NLOS
conditions, our Variant 1 outperforms them by 10.99% and
20.23% with respect to the maximum difference of the mean
and 90th percentile, respectively. Furthermore, testing our
proposed L/F-CIPSs showed that the use of BLE provides
better positioning accuracy than Wi-Fi technology and that the
large inter-device distance distributions decrease the accuracy
of our L/F-CIPSs. Nevertheless, for moderate or high-density
of smartphones – and thus short and medium inter-device
distances – as present in real indoor scenarios, our proposal
provides an improvement compared to IPSs. In general, the
integration of the MLP ANNs model in CIPSs allows us to
use our approach under different scenarios and for different
technologies, showing its generality, feasibility, and useful-
ness.

Future work will include improving large inter-device
distance estimation by exploring advanced machine-learning
methods which use as input screenshot images based on the
scenario area, the devices’ estimated position, and RSS. In
addition, we will explore an iterative version of our approach,
where the position estimates will be iteratively refined while
keeping a low computational cost.
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[21] F. Seco and A. R. Jiménez, “Smartphone-based cooperative indoor
localization with rfid technology,” Sensors, vol. 18, no. 1, p. 266,
2018.

[22] V.-C. Ta, T.-K. Dao, et al., “Collaborative smartphone-based user
positioning in a multiple-user context using wireless technologies,”
Sensors, vol. 20, no. 2, p. 405, 2020.

[23] F. Subhan, A. Khan, et al., “Experimental analysis of received signals
strength in bluetooth low energy (ble) and its effect on distance and
position estimation,” Transactions on Emerging Telecommunications
Technologies, e3793, 2019.

[24] K. Cengiz, “Comprehensive analysis on least-squares lateration for
indoor positioning systems,” IEEE Internet of Things Journal, vol. 8,
no. 4, pp. 2842–2856, 2020.

Pavel Pascacio is currently an Early Stage Re-
searcher of the A-WEAR project and is pursuing
a European Joint Doctorate in Universitat Jaume
I (Spain) and Tampere University (Finland). He
received his Master’s Degree in Automation and
Control Engineering from Politecnico di Milano,
Italy, in 2019.



AUTHOR et al.: PREPARATION OF PAPERS FOR IEEE TRANSACTIONS AND JOURNALS (FEBRUARY 2017) 13

Joaquı́n Torres-Sospedra is Senior
Researcher at the University of Minho
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